Solutions - Final Exam -
Part 1 - Reading Comprehension (2p)
1. They stole internal designs for upcoming electronic devices.
2. They claimed they obtained the files from the company’s cloud storage system.
3. They demanded money to avoid posting the blueprints online.

4. The company refused to negotiate with the attackers.

Part 2 - Vocabulary (1.5p)
5. manufacturer
6. blueprint

7. data theft

Part 3 - Grammar (3p)

A. Reported Speech

8. The security chief said that they were investigating the digital break-in.
9. The company announced that they would not pay the attackers.

10. Experts warned that the stolen files could cause major damage.

B. Active / Passive

11. The company’s cloud system was accessed by hackers.

12. The cybercriminals will be tracked by the police.

13. New software protected important files.



Part 4 - Writing (3.5p)
Sample Paragraph (10 sentences)

Last night, a confidential technology project was reported missing from a research
center. Employees discovered that several important digital files had disappeared
from the main server. According to the center’s director, the theft may have been
planned for weeks. Investigators believe that the criminals used advanced tools to
hide their identity. The stolen project included sensitive information about a new
device. Experts warned that the theft could delay future innovations. Security teams
are now working to protect the remaining data. The director said that the center
would not cancel the project despite the incident. Local authorities have opened a full
investigation. The case continues to raise concerns about digital security in the
technology industry.



